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ABSTRACT
Technological advancements have spurred the development of unmanned ground vehicles (UGVs) and their innovative military

applications and strategies. Such applications include expendable UGVs. However, public research concerning expendable

military UGVs remains sparse. Particularly, the unclassified literature does not contain studies regarding their capabilities and

effectiveness in combat. This study introduces a new low‐cost expendable UGV called Laykka. Moreover, the study presents a

virtual simulation experiment to evaluate Laykkas' operational capabilities and their impact on advancing mechanized infantry

units. The experiment involved armored reserve officer students assuming the roles of infantry troops forming an attacking

opposing force while staff officers controlled simulated infantry troops operating the UGVs. A total of 16 battle simulations were

fought. The simulated UGVs operated by a single soldier were able to stall the advancement of the mechanized infantry

company's primary combat units three times out of four and a smaller force 11 out of 12 times. The best stalling effect was

observed using a mix of UGVs with different module types. These modules allowed reconnaissance, loitering mine, and anti‐
tank operations. The simulation experiment revealed that the UGV was an effective defensive tool due to its self‐destructive
capability, causing marked battle damage, disruption, and confusion to the opposing forces.

1 | Introduction

The rapid progress in various technologies, such as computing,
artificial intelligence, optics, and telecommunications has sig-
nificantly sped up the development of unmanned ground
vehicles (UGVs) within military contexts. For an overview of
current military UGVs (see Andersson 2021). UGVs and similar
automated vehicles offer numerous advantages, including alle-
viating the physical strain on individual infantry troops, en-
hancing their understanding of a situation at hand, and

facilitating the successful completion of combat missions
(Ben‐Tzvi, 2010; Nguyen‐Huu et al. 2009; Whitney, Fidock, and
Gassdorf 2012). UGVs possess significant potential for military
applications due to their adaptability and ability to be killed.
Their significance in countering or impeding mechanized
infantry companies during conflicts such as the Russia‐Ukraine
war has also been underscored by recent studies and reports
(Bendett 2023; Edmonds and Bendett 2022; Hunder 2023;
Kallenborn and Plichta 2023; Militarnyi 2023). Traditional ap-
proaches often result in substantial losses of infantry troops and
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equipment, making flexible and expendable UGVs particularly
valuable.

Although UGVs are primarily controlled remotely (Odedra,
Prior, and Karamanoglu 2009), advancements in their devel-
opment have led to a large variety of adaptations in other
respects (Andersson 2021; Choi et al. 2019). These modern UGV
systems vary in size and purpose, ranging from small recon-
naissance UGVs (Andersson 2021; Smolarek 2019) to larger war
machines weighing several thousand kilograms. UGVs can also
be used for rescue and support missions (Andersson 2021;
Blokhin et al. 2015; Choi et al. 2019). Some UGV designs follow
a modular approach. This allows for customization based on
mission requirements. For instance, “RoBattle” (Israel Aero-
space Industries 2023) is a platform capable of carrying out
different types of missions using interchangeable modules.
These modules include manipulator arms and sensor platforms
(Eshel 2016). Alternatively, the UGV system known as THeMIS
(Milrem Robotics 2023) also employs a similar approach where
the central compartment can accommodate multiple module
types, thus altering its operational capabilities.

2 | Overview of Laykka UGV

The Laykka system is an experimental UGV developed by the
first author of this study. It is designed as a platform that can
accommodate various modules to adapt its functionality for
different tasks. The main objective of Laykka is to serve as an
affordable and disposable UGV system. The version of Laykka
used in this study is Laykka X.3 (Figure 1) and referred to from
here on as Laykka. The study also includes attachable modules
for anti‐tank, reconnaissance, and loitering mine functions.

Laykka is compact and repairable. It has been developed to be
small and lightweight enough to be transportable with a regular
car and other common means of transportation. Its construction
incorporates passive sensors for localization and navigation,
making it relatively lightweight at approximately 100–150 kg.
Laykka is mainly built using commercially off the shelf (COTS)

components. COTS components reduce expenses and alleviate
availability concerns about main components, unlike parts
required to be custom‐made or made with specialized produc-
tion lines. An additional benefit of using general and COTS
components is having the possibility to cannibalize components
from other devices and machines, if there would be a severe
availability shortage.

Laykka can be operated remotely through radio, Wi‐Fi, or
4G/5G connections as an Internet of Things (IoT) device.
Because it is an IoT device, a generic gamepad controller can be
used to control Laykka from long distances via tele-
communication networks. Laykka incorporates three types of
cameras: a primary 720p USB day camera, an ultraviolet camera
for nighttime activities, and a thermal imaging camera modified
from a thermal monocular. Laykkas's current maximum speed
is mechanically limited to 10 km/h, but it can reach 20 km/h.
Additionally, the UGV features a ground clearance of approxi-
mately 20 cm and four‐wheel drive. Each wheel is equipped
with an electric motor of 350W, providing a total torque of
118 Nm through gears. Laykka utilizes differential steering for
turning, making it capable of full 360‐degree pivot turns in both
directions. Laykka has a built‐in self‐destruct sequence that
simulates a detonation radius equivalent to that of a 120mm
mortar grenade and possesses explosive force similar to
approximately 20 kg of trinitrotoluene, i.e., TNT. The inclusion
of this mechanism enables further tactical capabilities.

Laykka's modules are separate components that can be easily
attached or detached from the UGV. They add functionality to the
platform and can be nonweaponized or weaponized. For instance,
with a reconnaissance module, Laykka can provide up‐to‐date
enemy information before the advance of friendly troops. In
addition, it can provide cover fire with its integrated rifle. The
module can be swapped out for a more heavily weaponized one,
that is, equipped with light antiarmor weapons and high ex-
plosives. In that case, it can defend against opposing troops, non-
armored vehicles, and armored infantry fighting vehicles (IFVs)
with lethal force. Laykka has undergone extensive live testing to
evaluate its maneuverability in various terrains and weather con-
ditions. Additional tests were conducted alongside IFV for data
collection. These tests took place across all four seasons, ensuring
the functionality of Laykka in diverse environments. However, it
has not undergone testing in a combat environment against or as a
part of any troops. In this study, Laykka's operational capacity is
analyzed in a virtual simulation experiment.

2.1 | Literature on Operational Capabilities and
Effectiveness of UGVs

In the existing unclassified literature, limited research explores
the operational capabilities and effectiveness of military UGVs
in ground war scenarios. The lack of such studies is unexpected,
considering the variety of known military UGVs actively being
developed and used (Andersson 2021). Still, some papers ex-
amine the performance of military equipment through field
experiments and simulations (Bielawski, Chmieliński, and
Szagała 2018; Buttcher et al. 2016; Mansikka et al. 2021a, 2021b;
Whitney, Fidock, and Gassdorf 2012). However, these papers
concentrate on individual components or subsystems, such as

FIGURE 1 | Laykka X.3 with a loitering mine module and an ar-

mored infantry fighting vehicle in the background. [Color figure can be

viewed at wileyonlinelibrary.com]
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cameras or control signals, rather than assessing the overall
combat effectiveness of UGVs in real‐world scenarios with
human actors. Thus, the potential of military UGVs has not
been thoroughly examined from a human perspective, such as
the reactions and behavior of opposing forces' (OPFOR) troops
to UGVs when fighting against them (Oskarsson et al. 2023;
Visnevski and Castillo‐Effen 2010). To the authors' knowledge,
this study is the first unclassified and peer‐reviewed study try-
ing to measure combat performance and effectiveness of an
expendable military UGV against enemy troops in either live or
virtual simulation with human actors.

Evaluating the effectiveness of emerging defensive technologies,
like self‐destructing UGVs, presents challenges due to resource,
safety and time constraints associated with real‐world testing
(Toptester 2023). Conversely, simulated‐based testing methods
may introduce discrepancies compared to real‐world testing. Real‐
world testing should be started in the early stages of development
to identify and address discrepancies in physical properties, en-
vironment, or other details that may lead to a lack of operational
properties or anomalous behavior (Moses et al. 2015). Never-
theless, simulation experiments offer advantages despite potential
differences from real‐life tests (Moses et al. 2015). To evaluate the
effectiveness of UGVs and their impact on troops, conducting
repeated trials against armored vehicles in the real‐world would be
impractical and ethically questionable. Such risks can be elimi-
nated using simulation environments for preliminary assessments.
This study uses a virtual simulation environment, Virtual Battle-
space 3 (VBS), to provide realistic virtual worlds for battlefield
testing scenarios.

2.2 | Literature on Virtual Battlespace
Simulation Environments in Military Setting

VBS, that is developed by Bohemia Interactive Simulations
(Bohemia Interactive 2023), is employed for military training in over
50 countries, such as the United States, Germany, Norway, Poland,
Romania, and Finland (Chmielewski 2020; Göllner et al. 2019;
Kainuu Brigade 2017; Riotto 2021; Vesa and Gligorea 2020; Vold
et al. 2018). For instance, a study by Bundeswehr investigated using
VBS as an analytical tool to compare commissioned military
equipment and equipment in the early stages of development
(Buttcher et al. 2016). Moreover, Buttcher et al. evaluated realism
and limitations of soldiers', vehicles' and weapons' models in VBS.
The Australian Defense Science and Technology Organization has
conducted a VBS test to assess the impact of a new vehicle on
existing training and tactical practices (Whitney, Fidock, and
Gassdorf 2012). The Polish army has used VBS to simulate mortar
observation systems in analyzing a new grenade launching platform
(Bielawski, Chmieliński, and Szagała 2018). The Swedish Defense
Research Agency tested a simulated UGV in VBS using the Wizard
of Oz method. The goal was to define which voice commands are
necessary to operate the UGV autonomously in combat situations
(Rantakokko et al. 2022). Recently, VBS has also been used in a
combination with constructive simulation to analyze tactical
responses to drones (Mittal and Fenn 2024).

The current open literature reveals a notable gap in under-
standing the use of UGVs as a part of defensive forces and their
effect on OPFORs' movements. The defensive capabilities of

UGVs and successful tactics of defending against UGVs are
crucial areas that have not received sufficient exploration.
Emerging technological capabilities have the potential to dis-
rupt tactics as well as shift the balance of power on the bat-
tlefield (Mazal et al. 2019), which this study assumes the UGVs
to be capable of. A practical method of verifying the disruption
caused by UGVs is to include several UGVs in a virtual or live
simulation. In this setting, the mission target of the OPFORs
can be predetermined, and the movement of those troops can be
assumed to continue toward the target unless a sufficient
intervention is launched. This kind of assumption is feasible
within a controlled simulation environment, whereas in real
world scenarios, enemy behavior is neither fully predictable nor
controllable. Such interventions could aim to stall the OPFORs,
delaying their progress toward their target, or temporarily pre-
vent them from reaching their target for a limited time.

2.3 | Overview of Virtual Simulation Experiment

This study presents a virtual simulation experiment regarding the
operational capabilities of Laykka. The study involved modeling
Laykka and its modules in VBS. The performance of Laykka was
evaluated in four simulation scenarios where participants played
the roles of simulated infantry troops, UGV operators, and
observers. Armored reserve officer students (AROS) formed an
OPFOR, ranging from small groups up to a company. In contrast,
staff officers formed a defensive force (DEFFOR) with UGVs.
Additional staff officers acted as higher‐up officers to AROS and
observed the experiment. The experiment aimed to determine if
different numbers of UGVs with various modules could impede
or stop the advancement of mechanized infantry units up to a
company's primary combat unit. Such a unit contains IFVs and
mechanized infantry. A full company would also include sup-
porting units, for example, repair and supplement groups.
Additionally, the effectiveness of the alternative UGV modules
and their combinations was compared. Moreover, the user ex-
perience of UGVs' operators was evaluated, and areas of
inadequate performance were identified. The experimental
design enabled the assessment of the efficacy of different com-
positions of modular UGVs in stalling a range of OPFOR forces,
along with UGVs' impact on battle outcomes.

2.4 | Structure of the Study

The study is structured as follows. In Section 2, methods, par-
ticipants and their roles as well as means to evaluate the per-
formance of UGVs used in the simulation experiment are
presented. Section 3 introduces the results and analysis of the
experiment. Section 4 discusses the results and delves into
future research themes. Finally, concluding remarks are given
in Section 5.

3 | Methods

In this section, the virtual simulation experiment is described.
First, missions are outlined in four simulation scenarios. Second,
the virtual simulation environment, participants and their roles
as well as the course of the experiment are discussed. Finally,
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performance measures and scores are introduced to assess the
outcomes of combat scenarios analyzed in the experiment.

The scenarios include a small part of a whole conflict between
attacking mechanized infantry forces and a defending infantry
grouping. For example, aerial defense, electronic warfare (EW)
and other possible new technologies are not included beside the
UGVs afforded to DEFFOR. A single operator controlled all of
the UGVs in each scenario. It was assumed that there would
likely be limitations to the operators' capability to utilize mul-
tiple UGVs during a conflict, as the operators commonly have
only one device that they are controlling at a time. Additionally,
it was assumed that attacking forces would react differently if
they had prior knowledge about a new UGV in the area of
attack. Thus, three test groups did not have prior knowledge
about UGVs and a control group did. Specifically, it was
thought that the UGVs' effectiveness to stall OPFOR would be
diminished in the control group. The limitations ensure con-
sistent test conditions and make data collection more manage-
able, which is particularly important for early‐stage testing
before committing to larger‐scale trials.

3.1 | Missions of Scenarios

The experimental study encompassed a series of intricately
crafted scenarios labeled as "Antitank," “Recon,” “Loitering
mine,” and “Mixed modules” scenarios. The missions of each
scenario for both OPFOR and DEFFOR are presented in Table 1
including numbers of UGVs and OPFOR troops. Furthermore,
Figure 2 visually depicts the missions given to OPFOR and
DEFFOR for each scenario on the overview map. These sce-
narios included elements of convoy march, attack, and defense.
The mission of DEFFOR was to engage with reactive, defensive
tactics in all scenarios, but OPFOR had distinct missions in each
scenario. In the "Anti‐tank" scenario, OPFOR was tasked with

launching an aggressive assault on designated territory and
eliminating any encountered OPFORs. They were instructed to
get through the opening rapidly to reach cover in the forest,
from where they would continue the advance. In the “Recon”
scenario, OPFOR was required to execute an attack along a
predetermined route while successfully clearing the target area.
They were to stay between the lake and middle of the clearing
where there was a risk of overlapping with neighboring pla-
toons' attack lines and lines of fire. Additionally, OPFOR was
instructed to capture a strategically important hill marked on
the map and remain prepared for any potential enemy coun-
terattacks. In the “Loitering mine” scenario, the OPFOR's
mission was to march along a planned route, following the
main road. OPFOR was also expected to be ready to launch
subsequent attacks and effectively clear its target area until
reinforcements arrived. The “Mixed modules” scenario is sim-
ilar to the “Recon” scenario, emphasizing diverse aspects of
combat proficiency among participants. The route was similarly
restricted by the lake and middle of the clearing in the east. The
main difference between the contesting forces is that OPFOR is
bigger and matches the strength and size of the primary combat
units of the mechanized infantry company. Without the UGVs,
DEFFOR would have minor ability to affect OPFOR's advance
in any of the scenarios.

3.2 | DEFFOR

DEFFOR utilized simulated UGVs, that is, simulated
Laykkas, in all four scenarios, each equipped with special-
ized modules for different tasks. In each scenario, there
were six simulated soldiers to protect the UGV operator,
who was also described as a simulated individual soldier
controlled by the human operator. The soldiers formed a
defensive perimeter around the operator and remained
passive. Thus, they would not engage if they were not

TABLE 1 | The description of the scenarios used in the experiment including numbers of UGVs and OPFOR troops.

Scenario Mission DEFFOR OPFOR

"Anti‐tank" OPFOR: Attack and clear opposing forces
from the target area.

DEFFOR: Defend reactively.

3 * UGVs with Anti‐tank—
module.

7 * Infantry troops.

Mechanized infantry group.
2 * IFVs11 * Infantry troops.

“Recon“ OPFOR: Attack along a planned route and
clear the target area. Be ready to fend off

enemy forces.
DEFFOR: Defend reactively.

2 * UGVs with a
reconnaissance module.

7 * Infantry troops.

Mechanized infantry platoon,
including artillery and mortar fire.

4 * IFVs
16 * Infantry troops.

“Loitering
mine”

OPFOR: March along the planned route
and be ready to attack and clear the target
area. When captured, hold the area until

reinforcements arrive.
DEFFOR: Defend reactively.

6 * UGVs with a loitering
mine‐ module.

7 * Infantry troops.

Mechanized infantry platoon,
including artillery and mortar fire.

6 * IFVs
31 * Infantry troops.

“Mixed
modules”

OPFOR: Attack along a planned route
(same as the “Recon” scenario) and

capture the target area. Be ready to fend off
enemy forces.

DEFFOR: Defend reactively.

2 * UGVs with Anti‐tank—
module.

2 * UGVs with a
reconnaissance module.
6 * UGVs with a loitering

mine‐ module.
7 * Infantry troops.

Mechanized infantry company's
primary combat units, including

artillery and mortar fire.
8 * IFVs

56 * Infantry troops.

4 of 18 Journal of Field Robotics, 2024
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attacked directly. The six simulated soldiers were controlled
by VBS's automation only.

In the "Anti‐tank" scenario, the UGVs were equipped with an
anti‐tank module featuring a turret with four rocket‐propelled
grenade launchers to eliminate armored vehicles from a vantage
point. In the “Recon” scenario, the UGVs used a reconnaissance
module to support and divert attention toward deceptive targets
using an assault rifle. In the “Loitering mine” scenario, modules
contained anti‐tank mines. The UGVs with loitering mine
modules were designed to incapacitate or eliminate armored
vehicles by detonating the attached mine and self‐destructing.
Finally, in the “Mixed modules” scenario, DEFFOR's UGVs
utilized all three modules to repel OPFOR. These scenarios as
well as the compositions of OPFORs' troops and DEFFORs'
UGVs are presented in Table 1.

The numbers of UGVs in each scenario were chosen to be
equivalent to the weaponry force that a commonly occurring
defensive grouping would be equipped with. For example, one
anti‐tank module which carries four light anti‐tank weapons
(LAW) would equate to two soldiers carrying two LAWs each.
The DEFFOR group of three UGVs in the anti‐tank scenario
would then be roughly equivalent to a group of six soldiers.
Equivalent human groups could be expected to cause some
damage and slow down the advance of OPFOR to some extent,
but they would be unlikely to incapacitate the OPFOR in the
scenarios. They could have a better chance if they had fortifi-
cations, such as trenches or minefields. Positioning UGVs in
places and formations where an attacker would not expect any

defending forces, stalling forces, or any other obstacles might
create enough disruptions. This could discompose the plan of
attack, giving DEFFOR the required advantage in force and fire
power to stall a mechanized infantry attack.

3.3 | OPFOR

OPFOR utilized mechanized infantry units. They are infantry
troops equipped with IFVs or other armored vehicles for
transport and combat. Military branches use different kinds of
units, each with its own composition. In the experiment, there
were three different sizes of OPFOR: group, platoon, and
company's primary combat units, see Table 1.

In the "Anti‐tank" scenario, OPFOR had a mechanized infantry
group consisting of two IFVs accompanied by 11 infantry troops.
This small yet agile unit can easily maneuver through various
terrains. In the “Recon” and “Loitering mine” scenarios, OPFOR
had a mechanized infantry platoon that consisted of four IFVs
working together alongside 16 infantry troops. With increased
numbers and firepower, this unit possesses more outstanding
offensive capabilities as it engages enemy forces on the battle-
field. In the “Mixed modules” scenario, OPFOR had the most
significant formation among mechanized infantry units which
are the company's primary combat units. It comprises eight IFVs
teamed with a force consisting of 56 infantry troops. This unit
possesses superior mobility due to its numerous vehicles and has
access to artillery and mortar capabilities, significantly enhancing
its effectiveness during combat scenarios. In addition to their

FIGURE 2 | The missions given to OPFOR and DEFFOR in each scenario on the overview map. The positions of DEFFOR's operator and UGVs

are marked with blue and the OPFOR troops initial position, attack route, and target area are marked with red. The size of OPFOR increased from

two IFVs and 11 infantry troops to eight IFVs to 56 infantry troops. [Color figure can be viewed at wileyonlinelibrary.com]
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robust vehicle resources, all mechanized infantry units boast
diverse equipment and indirect fire capabilities, ensuring they
are well‐equipped for any mission.

3.4 | Virtual Simulation Environment

As discussed in the introduction, the experiment employed a
virtual simulation environment VBS3 developed by Bohemia
Interactive Simulations. VBS3, referred to simply as VBS,
includes various ready‐made equipment and an advanced,
realistic physics engine. The experiment used some IFVs' and
weapons' models provided by the developers of VBS. The phy-
sics engine manages, for example, movement dynamics of all
entities in simulation in varying terrains and weather providing
close to realistic battlefield experience with explosions, injuries,
and even simulated soldiers' deaths. VBS also allows recording
scenario events in an interactive rendering of after‐action
review (AAR), where a viewer can move freely to see events
from all points of view. Some key statistics, such as numbers of
rounds fired and casualties, can be exported without additional
scripting.

Regarding the experiment of this study, Virtual Training
Conscripts of Armored Brigade in the guidance of Finnish
Defense Forces (FDF) Chief of Virtual Training rendered
combat environments, Laykka and its command terminal
into VBS. The scenario area had been previously re-
constructed by them to replicate the training grounds uti-
lized by AROS and operators in live exercises, ensuring
readiness for all participants. A familiar scenario area offers
an immersive setting for the experiment based on real‐life
buildings, roads, vegetation and environmental features such

as typical weather encountered during summertime opera-
tions in a Nordic country.

3.5 | The Integration of Laykka UGV into VBS3

The VBS model of Laykka (Figures 3 and 4) was created with
guidance by the authors of this study to match accurate tech-
nical details and properties (dimensions, weight, speed, steering
radius, controls, explosives, and armaments) of Laykka. The
creation and validation process of a model into VBS used by the
FDF is described in Figure 3. Unlike OPFOR IFVs, Laykka was
destroyed if it was hit once with any ammunition fired by
infantries' or IFVs' weapons. The lethality of Laykkas' modules
were in accordance with the VBS's generic weapon models with
corresponding accuracy and ammo penetrability. This means
that the reconnaissance module could not do any significant
damage to an IFV by shooting it, whereas the anti‐tank module
could. Laykkas' explosive power was simulated to be equivalent
to 20 kg of TNT and its shrapnel radius was constrained to
match that of a 120mm mortar grenade. These adjustments to
the explosion directed the explosion similarly to the explosives
in the real Laykka. Such an explosion can destroy an IFV at
point blank range and damage nearby IFVs.

Laykkas' command terminal was simulated as a laptop, as seen
in the top left bottom corner in Figure 4. The command ter-
minal needed to be activated in the game to choose and control
the UGVs. After activation, the operator's computer screen
displayed the view from the default camera (Figure 4). The
operator could switch between front, rear, thermal and weapon
cameras (Figure 4), all of which had similar fields of view as
their real counterparts. Additionally, a compass and a mini map

FIGURE 3 | The framework of the Finnish Defense Forces for the creation and validation of new simulation models into VBS.
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displaying only the GPS location of the UGV in question could
be opened as an adjustable pop‐up frame. An operator could not
switch to a third person view of the UGV. The view options
were restricted to those included in the actual user interface.
The model of Laykka was steered with an identical gamepad
controller and had the same controls as the real Laykka. The
physical game controller was held by the operator.

An operator was able to manage and switch between Laykka
units assigned to the control terminal but was limited to having
one unit active at a time. Those Laykka units not in active use
were passive and did not transmit any signals, stimuli, or relay
information about approaching OPFOR. Consequently, the
operator was expected to have to maintain situational aware-
ness by switching the Laykka in active use. The passivity of the
inactive UGVs and having access to only one unit at a time are
expected to reduce the operators' effectiveness, compared to a
situation where the number of operators matched the number
of UGVs. Initially, more UGVs per operator might increase the
effectiveness of an operator to a point, after which diminishing
returns are probable. This was expected to happen because the
operator could be distracted by multiple options and has to keep
track of several UGVs during a developing battle situation. A
larger number of UGVs also increases the probability of
choosing a different UGV than intended.

The functionalities, controls and the view on the operator's
screen were very close to the actual user interface, including the
most relevant functionalities of the real command terminal. The
simulation team and observers also had an opportunity to
confirm the accuracy and functionality of the Laykka model
before conducting the experiment. These observers were the
same that observed the simulation experiment. They were
familiar with Laykka, and therefore they were able to assess the
integrity of the Laykka model in terms of lethality, survivability,
and usability.

3.6 | Participants and Their Roles

The simulation experiment involved the participation of
AROS, operators, and observers. Ranks, roles, and combat
sides of the participants are shown in Table 2. AROS (n= 26)
were divided into four homogenous OPFOR study groups
(Group 1, Group 2, Group 3, and Control group) of equal
conscript time and similar military branch backgrounds. These
groups had similar tactical, operational, and specialized
knowledge regarding scenario‐wise mission requirements. All
AROS had prior experience using VBS, and they were profi-
cient enough to operate it to complete their missions. The
groups comprised six to eight AROS forming mechanized
infantry units in VBS, with extra virtual troops to fill in all
missing OPFOR roles. The overall OPFOR size was the same
between groups but did vary between scenarios.

Two staff officers participated as DEFFOR operators (Operator
1 and Operator 2) controlling UGVs. A single operator operated
multiple UGVs consecutively in each scenario. Their expertise
as tank officers allowed them to determine how best to employ
defensive tactics to hinder enemy progress. Both had prior ex-
perience using VBS.

Seven observers consisted of military personnel. They partici-
pated in the experiment to assess whether VBS could be a viable
tool in testing systems being developed or new military systems,
and to ensure that the simulation model of Laykka is realistic
and not over performing. Their objective was to observe the
reactions, activity and tactics of OPFOR and to determine other
potential uses beyond existing applications with the existing
modules of Laykka. The observers also played a crucial role by
acting as higher‐up leaders for AROS. The observers regularly
checked in with the OPFOR's unit leaders to gather updates on
the OPFOR's status and any significant events OPFOR en-
countered. This practice ensured that AROS self‐assessed
capability to continue with the mission was regularly eval-
uated objectively by a higher staff officer.

FIGURE 4 | Top picture represents the VBS visualization of the

Laykka models including anti‐tank, reconnaissance and loitering mine

modules positioned from left to right. In the leftmost side picture, a

command terminal is situated on the ground in front of an UGV operator.

Three views from Laykka's cameras are in the bottom picture. The left-

most picture displays the view from the front camera, middle one from

the reconnaissance module's rifle scope camera and right one from the

thermal camera. [Color figure can be viewed at wileyonlinelibrary.com]

TABLE 2 | The rank, role and combat side of each participant.

Description AROS Operators Observers

Rank Army reserve officer
students

Staff officers Higher staff officers

Role in the
experiment

Controlled simulated
troops of opposing forces

Controlled simulated UGVs'
operators of defending forces

Acted as higher up officers for opposing
forces and were the observers of the

experiment

Side of combat OPFOR DEFFOR OPFOR/Neutral
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3.7 | Procedure

The agenda and schedule of the experiment day are presented
in Figure 5. Operators 1 and 2 of DEFFOR were assigned two
OPFOR groups each, one for the morning session and one for
the afternoon session. Before the experiment began, the oper-
ators had 4 h of training in maneuvering the simulated UGV in
VBS. They received practical instructions on preferred and
effective UGV tactics for each module. The operators completed
all four scenarios with their first group and continued with
their second group after a break according to Figure 5. In total,
information about 16 instances of scenarios were gathered.

AROS groups received a mission briefing before each scenario. In
these briefings, a unit leader was appointed, who then received
the mission objective including the target area for the scenario at
hand. Each scenario continued until an AROS group reached its
target area or the group were incapacitated due to casualties,

damaged equipment, or depleted ammunition. After each sce-
nario, the AROS groups and the operators filled out respective
questionnaires, while the observers watched recordings of sim-
ulation events from the VBS‐generated AAR‐recording. After
completing all scenarios, each group was interviewed and asked
to elaborate on events and their responses to questionnaires as
well as observers' questions.

The three study groups (Group 1, Group 2, and Group 3) had no
precise information on the enemy's size or structure. The lack of
information meant that they had no cause to suspect en-
countering anything out of the ordinary but still had the
uncertainty of the battle ahead. The control group was provided
with an additional briefing about simulated UGVs and their
capabilities. However, they were not given any advice in case
they encountered UGVs. All OPFOR groups were separated,
and no communication between the groups was allowed during
the experiment. In case some communication between the

FIGURE 5 | The agenda and schedule of the experiment day.
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OPFOR groups would happen despite separation, the simula-
tions of the scenarios were conducted in varying orders (see
Figure 5) to preserve some elements of surprise. The operator
and the group were in the same room for the duration of the
experiment. They wore headsets to communicate with their
team members and to facilitate immersion. The experiment
room is shown in Figure 6.

3.8 | Performance Evaluation of UGVs

The DEFFOR's effectiveness to stall OPFOR with UGVs was
evaluated in several ways. The primary performance measure
was the DEFFOR's ability to stall OPFOR. It was rated ac-
cording to two binary questions: (1) was OPFOR incapacitated
and requiring significant replenishment to continue their mis-
sion, and (2) was OPFOR able to reach the target area. OPFOR's
incapacitation was determined by unit leaders and their higher‐
up leader, that is, an observer. The OPFOR's unit leader and the
observer periodically contacted each other for routine reporting
on the situation, the status of OPFOR and possibly requesting
replenishment. DEFFOR was successful in stalling OPFOR if
they were deemed incapacitated—whether or not OPFOR
reached their target area. However, DEFFOR failed to stall the
advance of OPFOR if OPFOR reached its target area and
maintained its operational capacity.

Secondary measures were numbers of casualties and losses of
both sides at the end of each scenario, that is, the end‐states of
DEFFORs' UGVs as well as of OPFORs' IFVs and troops. The
end‐states of DEFFORs were classified as destroyed, killed,
operational and used in the following way: If OPFOR destroyed
a UGV, it was classified as “destroyed,” whereas an intention-
ally self‐destroyed UGV was classified as "killed." If a UGV was
used by an operator but not destroyed, it was classified as
“operational,” and “unused” if it was not destroyed or used. The
classification was used to evaluate the proportion of UGVs lost
through enemy fire and killed to damage or destroy enemy
forces.

These end‐states were determined manually from the AAR‐
recordings. The end‐states of OPFOR were classified for IFVs

and infantry troops. The end‐states of the IFVs had three cat-
egories: those that were unaffected by DEFFOR and could
continue the mission were “intact,” those that were damaged
and had their combat abilities reduced were “damaged,” and
those that were destroyed by DEFFOR were “destroyed.”
Similarly, the end‐states of infantry troops were “intact,”
“wounded,” or “killed.” OPFORs' end‐states were obtained
from VBS‐generated statistics.

AROS scored their own performance and battle situation with a
questionnaire. It included five‐point Likert scale statements and
open questions. AROS were asked to assess whether they
achieved the goal of their mission and to estimate the size of
enemy troops. These questions were chosen to measure the self‐
assessed performance of AROS and to verify if the use of UGVs
would obscure DEFFOR's location and size.

Operators also scored their own performance with a question-
naire. Just like the AROS questionnaire, it included five‐point
Likert statements and open questions. The operators were asked
to assess the fulfillment of mission goals measured with a
mission score as well as to rate the general satisfaction with
alternative combinations of UGVs and modules measured with
a UGV score. In addition, they evaluated UGVs' technical as-
pects, that is, usability, controllability, and terrain traversability.
The questions to the operators were selected to measure their
self‐assessed performance and to quantify the user experience
with the UGVs and alternative modules.

Lastly, the battle situations were observed by observers. They
were especially asked to evaluate how battles unfolded and the
causes‐and‐effects of combat events. Additionally, the observers
assessed UGVs', AROS', and operators' performance. The
observers also considered what other technical capabilities they
deemed necessary and what kind of other uses for UGVs they
thought would be useful after seeing UGVs in use. The obser-
vation was carried out during the experiment as well as from
the AAR‐recordings.

4 | Results

The results of the experiment are described in this section. All
16 simulated scenarios were completed according to pre-
determined plans and schedules. On average, each scenario
lasted approximately 13min, with the shortest lasting 2min and
the longest almost reaching 24min. R (The R foundation 2023)
and RStudio (RStudio 2020) were used in data analysis and
generating graphics. The packages readxl (Wickham and
Bryan 2023) and tidyverse (Wickham et al. 2019) were used in
importing and cleaning data, and graphics were generated with
ggplot2 (Wickham et al. 2016).

4.1 | DEFFOR's Ability to Stall the Advancements
of OPFOR

The DEFFOR's capability to stall OPFOR's progress using UGVs
is considered next. Simulation instances where DEFFOR was
able to incapacitate or prevent OPFOR from reaching its target

FIGURE 6 | The simulation room used for experimenting with an

operator (front left) and a participating group in the background. [Color

figure can be viewed at wileyonlinelibrary.com]
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position are presented in Table 3. In the "Anti‐tank" scenario,
Group 3 was the only one to reach the target area without being
incapacitated, which means that DEFFOR was unsuccessful in
stalling OPFOR. The remaining groups were incapacitated
before reaching their target area, and thus they were stalled by
DEFFOR. All OPFOR groups were incapacitated in the “Recon”
and “Loitering mine” scenarios. Group 1 was able to reach its
target area without major losses in the “Recon” scenario, but it
had depleted their ammunition to the point of becoming easy
targets without ammunition resupply, rendering them suscep-
tible to adversary exploitation. In the “Loitering mine” scenario,
Group 2 experienced heavy losses and would have been unable
to defend their position. Conversely, Group 3 would have been
able to defend the target area, but they would have not been
able to proceed further without personnel, ammunition, and
equipment replenishment. However, all OPFOR groups were
incapacitated in the “Loitering mine” scenario, even though
Groups 2 and 3 reached the target area before incapacitation.
For the “Mixed modules” scenario, only Group 2 accomplished
the mission while sustaining full force by eliminating the
DEFFOR operator with artillery fire. The other groups failed on
both counts. The control group was not more effective against
the UGVs than other groups.

4.2 | End‐States of DEFFOR and OPFOR

Next, the DEFFOR's use of UGVs is discussed by examining the
end‐states of UGVs. The numbers and proportions of unused,
operational, intentionally killed UGVs, and UGVs destroyed by
the enemy are displayed in Figure 7. Notably, only in two in-
stances, that is, against Group 4 in the “Loitering mine” sce-
nario and Group 2 in the “Mixed module” scenario, not a single
UGV was intentionally killed. Out of those instances where
OPFOR was incapacitated, 71.8% of the UGVs were utilized,
meaning that not all available UGVs were needed to stall OP-
FOR. Out of the UGVs used, 56.9% were intentionally killed,
fulfilling their designed purpose. This result would indicate that
approximately four UGV units are needed for three to be
intentionally killed.

The outcome of the “Mixed module” scenario is interesting,
since OPFOR had the full force of the primary combat unit for
their attack. They had 56 infantry troops and 8 IFVs against 10
UGVs, which was the largest scenario of power imbalance in
favor of OPFOR. In three instances out of four, DEFFOR was
able to incapacitate the OPFOR's company's primary
combat unit. Incapacitation required a median of six UGVs with
various modules. In the fourth instance (Group 2 in the “Mixed
module” scenario), no UGVs were used because the operator
was eliminated by artillery fire, and thus there was no hin-
drance to the advancement of OPFOR.

The extent to which DEFFOR incapacitated OPFOR is analyzed
by examining the battle damage inflicted on OPFOR's IFVs and
infantry. Battle damage inflicted on vehicles and crews needs to
be considered together because damage to either can incapaci-
tate both of them (Wainstein 1986). Figure 8 presents propor-
tions and numbers of IFV's end‐states, while Figure 9 describes
the same for infantry. Overall, 38.0% of IFVs were destroyed by
UGVs, 13.6% were damaged, and the remaining 48.4% remained T
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intact. Approximately 53.3% of infantry were killed, 5.3% were
wounded, and 41.4% remained intact. The overall inflicted
battle damage, 51.6% of IFVs and 58.6% of infantry, was enough
to cause difficulties to OPFOR in reaching its target area in 11
instances out of a total of 16 instances as pointed out in Table 3
as well as denoted with * in Figures 8 and 9.

4.3 | AROS's Experience Fighting against UGVs

The self‐evaluated performance of AROS groups was somewhat
unsatisfactory which was indicated by its mean of 2.4 (SD= 1.2).

No apparent differences were perceived in the OPFOR control
group's performance compared to the other OPFOR groups.
AROS were also asked to estimate the size of enemy troops they
had contact with. The estimated troop sizes are depicted in
Table 4. Individuals exhibited considerable disagreement within
groups indicated by large standard deviations and over‐estimated
the enemy size rather consistently. The control group had lower
estimates and seemed to assume that they encountered a smaller
enemy group or only UGVs without an accompanying unit.
Group 2 had especially low estimates of the enemy troop size in
Scenario 4 which might again be explained by OPFOR elim-
inating the DEFFOR's operator by chance with artillery fire.

FIGURE 7 | The proportions and numbers of the unused, operational, killed and destroyed UGVs at the end‐states of the scenarios for OPFOR

groups 1 (G1), 2 (G2), and 3 (G3) as well as for the control group (CG). The total number of UGVs in the scenario is denoted by n. [Color figure can be

viewed at wileyonlinelibrary.com]

FIGURE 8 | The proportions and numbers of intact, damaged, and destroyed OPFOR's IFVs at the end of each scenario. The total number of

IFVs in the scenario is denoted by n and incapacitation of OPFOR by *. [Color figure can be viewed at wileyonlinelibrary.com]
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4.4 | DEFFOR Operators' Experience of
Using UGVs

DEFFOR operators felt they were more successful in their defense
missions than OPFOR. Their self‐evaluated performance was
somewhat satisfactory (aggregated mean= 3.6, aggregated SD=
1.1). The operators perceived themselves as most successful in the
“Recon” and “Mixed modules” scenarios. They were also rather
consistently satisfied with the UGV's performance as the mean
of the UGV score was 3.73 with aggregated SD= 1.1. The mis-
sion and UGV scores are presented in Table 5. In particular, the
operators recognized that the loitering mine module employed
in the “Loitering mine” scenario was an efficient tool for
countering mechanized infantry units which was pointed out by
the highest UGV score (4.0). The “Loitering mine” module had
effective explosive capabilities, rendering an IFV damaged or
destroyed. In the “Recon” scenario, the reconnaissance module
successfully hindered the advancement of OPFOR and altered
offensive strategies of OPFOR by diverting its attention. This

phenomenon likely explains the highest self‐assessed mission
score (4.1). The performance of the anti‐tank module in the
"Anti‐tank" scenario (3.5) was nearly that of the reconnaissance
module (3.9). Similarly, the anti‐tank module disables or
destroys the OPFOR's IFVs. Although the UGV score in the
“Mixed modules” scenario was lower, open questions revealed
that applying together all three modules was perceived to ren-
der superior effectiveness compared to using just one type of
module, especially when used with a self‐destruct capability. In
the “Mixed modules” scenario, a group of six simulated UGVs
could compel OPFOR to change the direction of their attack or
completely halt their advance.

The UGVs' usability, controllability, and ability to traverse terrain
were mostly rated positively (Figure 10). As an exception, the
anti‐tank module in the "Anti‐tank" scenario proved more com-
plicated to operate than the other two modules, because Laykka's
turret could not be turned independently from the chassis. This
limitation meant that the whole UGV had to be turned when

FIGURE 9 | The proportions of intact, wounded, and killed OPFOR infantry troops at the end of each scenario. The total number of infantry

troops (11–56) in the scenario is denoted by n and incapacitation of OPFOR by *. [Color figure can be viewed at wileyonlinelibrary.com]

TABLE 4 | The means and standard deviations of enemy troop sizes estimated by the AROS groups in all scenarios.

Scenario

Antitank Recon Loitering mine Mixed module

Mean of
enemy size

Standard
deviation

Mean of
enemy size

Standard
deviation

Mean of
enemy size

Standard
deviation

Mean of
enemy size

Standard
deviation

Group 1 2.6 2.4 10.1 8.6 2 1.3 12.4 12.9

Group 2 20.4 12.5 12.2 13.2 8.7 9.7 1.6 2.3

Group 3 10.8 10.6 15.5 20.5 20.0 14.1 12.3 11.0

Control
group

2.8 2.4 2.7 2.0 5.3 2.6 3.7 0.8

Aggregated
mean

9.1 9.1 6.7 7.7

Number
of UGVs

3 2 6 10
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aiming at a target. Responses to open questions revealed that the
UGV's top speed and slow camera switching speed were per-
ceived to limit its usability. Likely, the usability and terrain tra-
versability scores were affected by these shortcomings.
Additionally, it was mentioned that the compact dimensions of
the UGV allowed the operators to exploit the OPFOR IFVs'
limited aiming capabilities and narrow field of view.

4.5 | Observer Assessments

The observer assessments were in line with the results above and
supports the findings discussed previously. The small dimensions
of Laykka made it easy for them to stay unnoticed in forested
areas and roadsides. Consequently, if a UGV was spotted, there
was often insufficient time for counteraction. This effect of
delayed counteraction was compounded by the IFV's turret
weaponry having limited ability to turn into low‐angles and fire at
small and nearby targets. At times, a targeted IFV would separate
from the formation by driving backward quickly to avoid
destruction by an approaching UGV. The unit leader of OPFOR
found this erratic behavior perplexing as it disrupted battle for-
mations. To be able to proceed, OPFOR needed to regroup.
Effective communication facilitated maintaining order and com-
bat effectiveness within some OPFOR groups. However, most of
the time AROS could not accurately estimate the size and location

of enemy troops (Table 4). In some cases, AROS could not even
determine what had caused their forces' destruction which led
them to speculate that it may have been mortar fire or a mine.

The observers also noted that growing awareness of UGVs
instigated some stages of fear and extra caution in OPFORs. The
caution was exhibited by slowing down the advance of OPFORs
and showing over‐vigilant supervision of their surroundings.
The unit leaders grew anxious of taking hasty actions. This
alertness surfaced in the communications between IFV crews as
they would report seeing UGVs in places without any. Some
members of OPFOR even opened fire at empty locations, wasting
ammunition. When engaging a UGV, sometimes the IFV crews
would shoot long, unpurposeful, and inaccurate spurs of fire in
its general direction in the hope of destroying it and inadver-
tently depleting ammunition storages of IFVs. By doing so, the
IFV crews could not continue the attack without ammunition
refill, leaving the OPFOR group practically defenseless.

5 | Discussion

5.1 | On Hypothetical Scenarios Without Laykkas

The effectiveness of Laykka was not compared to DEFFOR
without UGVs in this study. Performing such a comparison

TABLE 5 | The means and standard deviations of the mission and UGV scores evaluated by the operators.

Scenario

Mission score UGV score

Mean Standard deviation Mean Standard deviation

"Anti‐tank" 3.5 1.0 3.5 0.5

“Recon” 4.1 1.0 3.9 1.4

“Loitering Mine” 3.1 0.3 4.0 0.0

“Mixed Modules” 3.8 1.9 3.5 1.7

FIGURE 10 | The operators' evaluation of UGVs' terrain traversability, usability, and controllability. The responses (1–5) are ratings on a scale

from poor to excellent. The pooled number of responses of the operators is 16.
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would not be entirely unambiguous, as in the scenarios DEF-
FOR consisted of just one active soldier: the UGV operator. This
active soldier was protected by six passive soldiers controlled by
VBS's automation, but they were programmed to engage only if
they were under attack. Both the soldiers and UGVs were all
unprotected by fortifications, having cover only from the sur-
roundings. The active soldier controlled a varying number of
UGVs, and had to spread their attention to surveilling events of
the whole battle. As seen during the experiment, some UGVs
could remain unused if the operator did not have enough time
to use them, or if they overcommitted to just a few. None of the
UGVs had any automated functionalities. Therefore they
remained passive if the operator did not use them at the time. If
the UGVs of DEFFOR were replaced by humans, the number
of humans would have to be adjusted to account for the larger
amount of weaponry a UGV could carry to keep the number of
weaponry constant. Each of those soldiers would be active and
the group would be able to spread out, exchange information
and act simultaneously, which might give them the required
advantages over a single active soldier using multiple UGVs. A
human group would also have to make more preparations to
minimize casualties and to gain some advantages over an
overpowered attacker. These preparations are discussed further
in a later paragraph.

An attacker could reasonably be assumed to have some
advantage over a defender before committing to an attack.
Therefore, OPFOR would at least have some kind of advantage
in manpower or equipment over the defender, because other-
wise the attack would be doomed to fail. The attacker would be
expecting to confront enemy defenses and to encounter some
kind of initial attacks from a defender. Thus, OPFOR would be
inclined to be equipped with fast moving vehicles and high fire
power to outmaneuver and overwhelm the defender with
superior firepower. This combination can be extremely detri-
mental for the defender.

The defender needs to find some kinds of possible advantages to
stop the attacker. They would have to find a way to slow down
the fast advancing attacking forces to be able to use its LAWs
and other weapons, such as artillery or mortar fire. In this case,
digging trenches and making obstacles, such as minefields,
would be beneficial to slow down the OPFOR's advancement.
However, building fortifications is very time consuming and it
requires a lot of manpower. Built fortifications can also expose
defenders' positions to satellite and aerial recognizance.
Therefore, the element of surprise would most likely be lost,
and a clear target for an attack would be provided instead.
Without trenches, a defender is highly vulnerable to a mecha-
nized attacker and would likely be overrun. Stalling the attacker
is required to gain as much time as possible to prepare for the
incoming assault. If possible, any effort to weaken the attacker
before they engage the main defending forces would increase
the defender's chances of success.

Stalling an attacking mechanized infantry force with a small
group of defenders, rifle fire and light anti‐tank weapons is a
difficult task. As fire often draws fire, drawing the fire of ar-
mored vehicles with smaller caliber weapons spells disaster for
the disengaging group, because mechanized troops will give
chase to a retreating opponent. This tactic is very tiring for the

disengaging group over a long distance, which means that the
rest of the platoon should be nearby in their defensive positions
ready to break the chase. The disengagement maneuver can
easily fail and cause more harm to the defender. It is possible to
accomplish this task, but it requires a high skill level and good
leadership in the stalling group.

5.2 | On Results of Laykka

Even though OPFOR had the attacker's advantage in the sce-
narios of the simulation experiment due to larger forces, more
effective equipment, capability of indirect fire and familiar
terrain, OPFOR was prevented from reaching its target area in
11 instances and incapacitated in 14 instances out of 16
(Table 3). Six Laykkas was estimated to be enough to stall even
the primary combat unit of an OPFOR company which is a
small number of UGVs. However, a surplus of Laykkas should
be reserved to ensure effectiveness by accounting for possible
losses in combat (Figure 7). This finding highlights the impor-
tance of an expendable UGV to be low‐cost.

Whenever Laykkas were able to reach enemy IFVs, the UGV
inflicted meaningful battle damage. Laykka was small enough
to approach IFVs without being noticed while still being able to
deliver armament to the weak bottom of an IFV. This tactic
damaged or destroyed the IFV and thus further wounding or
killing a significant portion of its crew in the process which was
implied by the results presented in Figures 8 and 9. OPFOR
troops were killed or wounded when seated inside the IFV well
as if they were too close to the explosion.

The casualties experienced by OPFOR, that is, 58.6% of the OP-
FORS' company's primary combat unit (Figure 9), exceeded an
estimated threshold of 20%–30% for an infantry battalion and
smaller units to lose combat effectiveness. However, the extent of
battle damage does not explain loss of combat effectiveness alone, as
high morale might keep a unit in action despite heavy casualties
(Wainstein 1986). Other causes, such as low morale, issues of
maintenance, or disruptions in a command chain might lead to
a unit losing combat effectiveness even with minimal battle damage
(Wainstein 1986). This phenomenon is seen in a couple of instances
in the “Loitering mine” and “Recon” scenarios (Figures 8 and 9 and
as well as Table 3). In these cases, OPFOR was incapable of con-
tinuing fighting despite reaching their target area.

Table 3 and Figure 7 also revealed Laykka's weakness which is
its operator. If the operator was killed, Laykkas under his/her
control became immediately inoperative. Positioning and pro-
tecting the operator is therefore paramount for the effectiveness
of the UGV system which was highlighted by indirect fire
killing the operator and allowing Group 2 to advance without
resistance in Scenario 4 (Figures 7–9 and Table 3). This weak-
ness could also be mitigated by incorporating automated or
autonomous control procedures in the UGVs.

The experiment also implied that Laykka seamlessly blended into
the surrounding terrain during movement, making it difficult for
OPFOR consisting of AROS to spot or target it. Therefore, AROS
were unable to estimate the size of DEFFOR accurately (Table 4).
AROS were likely led astray by having difficulty seeing Laykkas
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and their effective fire power. Reasonably AROS seemed to believe
that a group normally associated with the weapon types they had
encountered was attacking them, instead of a handful of UGVs.
Some AROS attributed their experienced confusion about enemy
location and difficulties in countering enemy attack to their per-
sonal shortcomings. AROS would particularly blame defeat on
their supposed lack of proficiency in using VBS's controls.
Observations of all AROS groups operating in VBS revealed no
significant obstacles associated with its usage. They demonstrated
sufficient competence in interacting with the VBS's interface and
utilizing VBS's features to perform all required actions. It should
be noted that even with prior information about the existence of
Laykkas, the control group did not succeed in any scenario. This
highlights the importance of providing conscripts—and staff
officers—specific and detailed guidance on countering UGVs
effectively.

The UGV operators' experience was more positive than AROS.
Generally, the operators were satisfied by their performance, as
was seen in their self‐assessed mission scores (Table 5). They
also perceived Laykka's general performance (Table 5) as well
as its traversability, usability, and controllability (Figure 10)
rather positively. Moreover, the operators were able to reach
sufficient skills to maneuver Laykkas with a short training and
to utilize the tactics developed for each module. Some learning
might have happened during the experiment day since the
operator's self‐evaluated mission scores seemed slightly higher
during the afternoon sessions than in the morning sessions.

Laykka's expendability enabled a compelling aspect to its tactical
employment. Expensive ammunitions are often underutilized
because they are being saved for a better opportunity. This burden
on the decision‐making process for the operators of UGVs is re-
moved by having expendable UGVs and their modules be as low‐
cost as possible. Laykka's operators do not have to worry about the
equipment's monetary value. Instead, the operators could con-
centrate on fulfilling their mission by being bolder in their actions.

The observers noted that the reason for the OPFOR's drastic
maneuvers could be attributed to the integrated weaponry of the
UGVs, mainly their explosives used for self‐destruction. The power
of this explosion proved highly effective against the IFVs, instilling
even more distress and caution in OPFOR. Additionally, it was
noticed that in several simulation instances, the OPFOR group
became aware that the UGVs were operating against it and being
capable of eliminating it using explosives. This revelation led OP-
FOR to recognize the importance of keeping a distance from the
UGVs and neutralizing them from afar. No substantial differences
could be observed by comparing the actions, confusion, and ex-
cessive caution exhibited in AROS groups 1–3. The control group
was able to remain slightly calmer, but they made similar mistakes
as other groups. Regardless of having prior knowledge about pos-
sibly encountering UGVs, the control group was incapacitated and
prevented from reaching their target area in all four scenarios.

5.3 | Limitations of the Experiment

Due to the small sample size of the experiment, statistical
testing was not used in the analysis of this study. All group‐wise
differences discussed might be caused by random variability.

The responses of AROS could not be assumed to be indepen-
dent because the individual group members affect the forma-
tion of the group's questionnaire responses. Moreover, the
number of operators was too low to compare neither operator‐
wise nor group‐wise differences. To overcome the issues stem-
ming from the small sample size, the effectiveness of the UGV
was assessed holistically in several ways. The results obtained
did consistently support the conclusion that Laykka was an
effective defensive tool in stalling the advance of attacking
forces. They also showed a need to develop tactics and proce-
dures to fight with and against UGVs, especially in forested
environments.

Even though the results of the experiment seemed promising,
replication and further experiments are necessary to further
understand and verify current findings. The number of parti-
cipants limited the number of groups, leading to limitations to
groups‐wise comparisons of the battle damages and overall
outcomes. Having only two operators is also not enough to draw
generalizable conclusions about the usability of the UGV: a
larger sample would be needed to overcome bias from indi-
vidual differences and possible personal preferences of the
operators. The selection of scenarios and having just one UGV
system limits the generalizability of the results to the different
types of conflicts, forces, and terrains in the scenarios.

The experiment conducted in this study did not consider the
length or content of training for using or countering the UGV.
Further, this experiment was not designed to quantify the dif-
ference in a given defensive forces' ability to stall an offending
force with and without UGVs. Quantifying such a difference
would require including a selection of scenarios where the
defending side would have a larger number of players without
UGVs. Additionally, the exclusion of some aspects of war, such
as aerial combat, medical evacuations, and EW could alter the
effectiveness of the UGV significantly. Finally, the conducted
simulation scenarios should be replicated in a military training
exercise to verify the fidelity of the simulations and real‐world
effectiveness of the UGV. While simulation environments strive
to replicate the real world, remaining differences are significant
and can alter experiment results. Conducting studies addressing
these limitations would provide robustness and generalizability
to the estimates of Laykkas' effectiveness and reliability. Future
studies have been planned to build on the study introduced in
this study and to overcome the small sample size and other
mentioned limitations.

5.4 | Future Development

Some limitations and points of improvement of Laykka were
identified in the experiment. These findings are not limited to
Laykka and could be taken into consideration when developing
any UGV. To effectively keep pace with mechanized troops, the
top speed of the UGV should reach 25–30 km/h. Currently
Laykka can reach the top speed of 20 km/h. The speed of
30 km/h is also the maximum realistic speed that IFVs can
travel through a Nordic forest environment in the middle of a
skirmish. Enhanced top speed will not only facilitate improved
maneuverability but also enable expedited arrival at potential
ambush locations.
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To guarantee better performance of Laykka, rapid transitions
between the thermal and day view cameras are essential which
was stated by the operators. This aspect affected the usability of
Laykka. Therefore, an upgraded viewing system that integrates
sensor‐fused cameras capable of accurately identifying targets
through thermal imaging and regular visual perspectives should
be implemented.

A range of potential solutions can be explored to enhance the
precision of UGVs' aiming at moving targets. One possibility
involves implementing a turret system that operates indepen-
dently from the platform, enabling precise rotation and tracking
without compromising other aspects such as the weight and
cost of a UGV. Another avenue for improvement lies in pro-
viding operators with specialized training on effectively target-
ing moving objects. On the other hand, one could incorporate
advanced features like automatic target locking and tracing into
modules with a turret.

In the simulation experiment discussed in this study, Laykka was
remote‐controlled. However, increasing autonomous capabilities
would significantly expand its usability. Laykka could also pos-
sess the ability to independently identify and evaluate the posi-
tion of a target to intercept and eliminate it. Unhindered advance
of enemy troops could be prevented by pre‐planning autonomous
reactions for Laykka in case its operator became incapacitated.
For instance, if the operator were to die, a “dead man's switch”—
sequence could be activated, allowing Laykka to detect potential
threats and safeguard the combat area. This kind of autonomous
controlling system could be implemented with, for example,
evolutionary computing (Visnevski and Castillo‐Effen 2010).

Additionally, Laykka, equipped with autonomous capabilities,
could operate in a given area and collaborate with other oper-
ators and Laykkas. Autonomous Laykkas could share infor-
mation, such as locations of enemy positions, and assign
separate targets to conduct multiple simultaneous coordinated
attacks. Such high‐level autonomy and synchronized actions
would require the capability to predetermine and choose
between multiple paths toward a target, to change a path to
avoid obstacles and to take into account other UGVs' positions
and lines of movements (e.g., Nohel et al. 2023). While traver-
sing a chosen route, Laykka should also be able to make minor
adjustments to its course of movement to hit its target precisely,
if the target changes its direction or speed. To avoid exposure by
laser and various signal‐detecting sensors commonly used in
military combat vehicles (Graswald et al. 2020; Heikkila
et al. 2004), autonomous navigation toward the target should
rely exclusively on visual or audio‐based sensor fusion tech-
niques, without emitting any signals. Being able to navigate
without relying on the global positioning system (GPS), lasers
and other signals, Laykka would require advanced capabilities
for the determination of distance. These capabilities could be
based on passive sensor data, stereo vision or a 360° camera for
accurate locking and recognition of targets.

Another potential area for the development of UGVs is to utilize
additive manufacturing methods and materials for most of
Laykka's parts. To the authors' knowledge, additive manu-
facturing is not commonly utilized in the production of military
or civilian vehicles including UGVs beyond a prototype phase.

Such an additive manufacturing method could provide main-
tenance reliability in battlefield and emergency situations,
without the need to rely on an extensive storage of spare parts
or procuring production lines for various parts (Rautio and
Valtonen 2022). Swift repairs using the digital library of
3D‐printable models of components could become possible,
resulting in increased cost‐effectiveness of the maintenance and
repairs of UGVs.

Creating a medical support module for Laykka could be benefi-
cial, building on previous approaches for supporting medical
activities on the battlefield (e.g., Lejeune and Margot 2018;
Rettke, Robbins, and Lunday 2016). Control models used in these
approaches could be applied to developing the medical support
module. This concept would bring medical assistance and
capabilities of an operating room to the front lines and could
offer assistance and advice to combat medics. The significance of
this extension of Laykka lies in its potential to enhance the care
provided during the critical first hours following an injury. By
facilitating immediate and advanced medical interventions, the
medical support module could substantially improve the sur-
vivability percentage of wounded infantry troops. With such a
module, Laykka could change medical care on a battlefield and
serve as a support means for emergency response in various
challenging combat environments.

Conducting a military exercise in near future where the UGV sys-
tem is actively tested in realistic combat scenarios would offer val-
uable insights into its performance under actual battlefield
conditions. As the battlefield incorporates many other aspects of
combat elements, such as EW and joint elements, it would be
necessary to conduct individual separate virtual simulation experi-
ments. These single experiments need to be carried out, with all of
these aspects in mind to assess the effectiveness of the UGV. By
doing this, it will ensure that Laykka and its modules remain
functional and effective even when faced with the complex chal-
lenges of modern warfare. This applies also to other UGV platforms.

6 | Conclusion

This study introduced a new military UGV system called
Laykka and evaluated its combat effectiveness in a set of four
simulated scenarios. This UGV has been designed to be a low‐
cost, expendable, and modular platform that can perform var-
ious tasks when a task‐specific module is attached. A virtual
simulation experiment was conducted for evaluating Laykka's
operational capabilities. In the experiment, armored reserve
officer students controlled simulated attacking forces, while
staff officers controlled the UGVs. Virtual Battlespace 3 was
chosen as the simulation environment because it has been
previously used widely in training of armored forces. Events in
simulation scenarios were close to those in real battlefields.
Comprehensive virtual simulation or field‐testing studies,
where the effectiveness of UGVs are analyzed in environments
resembling real battlefield situations, have not been earlier
presented in the unclassified literature.

The main objective of this study was to verify whether ex-
pendable UGVs could stall the advance of attacking mecha-
nized infantry units up to a company's primary combat units.
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Furthermore, the battle damage inflicted by the UGVs was
measured to evaluate the UGVs' performance. The number of
the UGVs that were used, intentionally killed and destroyed
were also determined. Additionally, the user experience of
UGVs' operators was measured, and areas of inadequate per-
formance were identified for the future development of Laykka.

The experiment was carried out successfully in a planned
schedule. The virtual simulation environment was practical for
testing a new UGV and its tactical usage in a chaotic battlefield.
By utilizing the simulation environment, the analysis of near‐
realistic engagement scenarios with UGVs was enabled without
risk of human casualties or unnecessary consumption of fuel
and ammunition.

UGVs' potential to shift the balance of power on the battlefield
was demonstrated by the experiment. In most simulation in-
stances, the defensive forces were able to stall OPFORs using
only UGVs. Approximately six UGVs were enough to stall a
mechanized infantry company's primary combat unit. The
UGVs were particularly effective when all three modules—anti‐
tank, reconnaissance, and loitering mine—were used together
in combating mechanized infantry units. The UGVs' ability to
self‐destruct caused significant confusion, inflicted damage, and
instilled fear among enemy combatants. The officer students
frequently diverged from standard tactics of mechanized
infantry when engaging UGVs. The control group of the stu-
dents had prior knowledge about UGVs' existence in combat,
but it was no more successful in fulfilling missions than the
other groups that were not aware of UGVs. Therefore, it can be
concluded that clear guidelines for effectively combating UGVs
need to be established to maintain combat effectiveness.

The potential of Laykka and UGVs in general is promising
based on the results of the virtual simulation experiment con-
ducted in this study. UGVs could serve as a meaningful force
multiplier for defending infantries, and they offer effective
means for suitable diversion to minimize casualties. Never-
theless, further comprehensive tests and experiments involving
larger samples of conscripts, UGV operators, and a wider range
of scenarios are required to make conclusive and statistically
significant statements. The results obtained in this study should
also be considered when developing military UGVs and their
tactics including countermeasures. In summary, Laykka has
demonstrated mechanical readiness and tactical effectiveness
which justifies further development as well as thorough testing
in field experiments and military exercises.
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